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British Prime Minister Keir Starmer delivers a speech on January 13, setting out the 
government's roadmap to harness AI. | Getty Images 
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Not that long ago, with the world panicking about potential 
runaway AI, the U.K. stepped up to lead on reining in the new 
technology. 

Former Prime Minister Rishi Sunak convened an AI Safety Summit in 
Bletchley Park — the first major global AI policy summit anywhere — 
featuring former Vice President Kamala Harris touting the risks of 
algorithmic bias in the technology. 

What a difference an election — or two — makes. 

With President Donald Trump's White House all-in on accelerating 
AI technology and dropping safety regulations, and a fresh Labour 
government in the U.K. anxious to keep good relations with the United 
States, a new AI world order is quickly emerging — one that Britain 
wants to help build. 

During his recent visit to the White House, British Prime Minister Keir 
Starmer previewed a tech-focused deal between the two nations — in 
language that seemed very tuned to a pitch Vice President JD Vance 
had just made at the Paris AI Action Summit. 

Now, our POLITICO U.K. colleague Tom Bristow has gotten a peek 
at a British government document with new details of London’s ideas 
for a trade pact with the U.S. It offers a look at how a new global AI 
consensus could take shape — with much less worry about safety, and 
much more concern about security and tech dominance. 

What’s in the document? The paper outlines the pitch the U.K. plans 
to make to the U.S., and it echoes rhetoric used by Vance and Trump 
that countries must choose whether to side with or against the U.S. on 
tech policy. It talks about combining British and American “strengths” 
so that Western democracies can win the tech race — language that 
British Technology Secretary Peter Kyle has increasingly started to use 
in recent weeks — and signals ever-closer alignment with the U.S. on 
tech. 

The document outlines Britain’s ambitions for an “economic 
partnership” on technology. It pitches the case by pointing out that the 
U.S. and U.K. are the only two allies in the world with trillion-dollar 
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tech industries, and emphasizes the importance of Western 
democracies beating rivals to cutting-edge breakthroughs. 

It leans into “moonshot missions” in three areas relevant to national 
security — AI, quantum and space — as an initial phase of the deal, but 
doesn’t go into detail. It also mentions collaboration on R&D, talent 
and procurement without going into the terms. British officials see it 
as a long-term play, with this document reflecting its early pitch. 

What is not in there? Britain’s pitch avoids mention of thorny issues 
like tariffs and regulation. Tariffs could come to a head as soon as 
Wednesday, when 25 percent steel and aluminum tariffs are due to 
come into effect. U.K. negotiators are pressing for a last-minute 
exemption. 

Also not in it: There is nothing in the document on nearer-term wins 
like a data deal, a digital trade agreement or specific investments. But 
by discussing procurement, the British pitch document opens the door 
to deals between the U.K. government and U.S. tech firms. Both Scale 
AI and Anthropic are hiring U.K. staff to sell their technology to the 
public sector. 

And a national rebrand: Republicans and friendly Big Tech 
executives have attacked the U.K. and Europe’s content moderation 
regulation as “censorship”. In late February, House Judiciary Chair 
Jim Jordan of Ohio sent Britain a sternly worded letter over its Online 
Safety Act. Activists in the U.K. fear London will water down the law to 
secure a deal with the U.S., despite the government insisting it is not 
up for negotiation. 

To sidestep the issue, Britain is pitching its legislation to the White 
House as a move against pedophiles, terrorists and online criminals 
rather than anything to do with freedom of speech. 

(While the pitch document has little to say about the Online Safety Act, 
the law is already making an impact in Britain: from Monday, 
companies will be required to remove illegal content or risk high fines. 
Kyle, the tech secretary, told LBC radio Monday he’s already thinking 
of additional legislation and pushed back against suggestions that the 
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Nate Robson (nrobson@politico.com); Daniella Cheslow 
(dcheslow@politico.com); and Christine Mui (cmui@politico.com). 
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stating that the government will "make assessments... independent of any of 
these threats". 
He stated a self-evident truth: "Social media has a social responsibility". 
The most brazen example of this digital overreach is the demand that 
Australia's eSafety Commissioner, Julie Inman Grant, appear before the US 
House Judiciary Committee. 
Committee Chairman and Trump ally Jim Jordan labelled Ms Inman Grant a 
"zealot for global takedowns," claiming her actions "directly threaten 
American speech." 
This demand stems from Ms Grant's entirely reasonable efforts to force the 
takedown of footage showing an Australian bishop being stabbed while 
conducting a service in the sanctuary of his church. 
This was not a free-speech issue; it was intended to prevent further hatred 
and violence, and to ensure that vulnerable people were not exposed to 
extremely traumatic footage. 
That was a stance the Australian government supported at the time. 
The eSafety body confirmed that its notices require companies to take 
reasonable steps, and that geo-blocking is an accepted measure that does not 
stop American companies from displaying content to Americans. 
The reality is that this legal battle is about the platforms' right to profit from 
engagement, not the protection of constitutional rights. 
As one expert noted, technology companies use engagement strategies to keep 
people scrolling for as long as possible, even when their own internal research 
shows harm. 
Free speech does not give a person the right to shout "fire" in a crowded 
theatre and provoke a panic. 
The internet cannot be allowed to operate as a Wild West where the powerful 
do what they will and the users - who are ultimately the product served up to 
advertisers on a plate like a Christmas roast - have no say. 
The Australian government must maintain its resolve against the threat of 
digital tyrants, ensuring safety, especially for the young, takes precedence 
over corporate profit. 
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